
A Skurio customer was concerned with the number
of typosquatted domain registrations they were seeing 
and worried they could be weaponised and exploited in 
a way that would impact their margins.

Situation Task
The Skurio Intelligence Analyst team were tasked with 
determining if there was a threat actor selling
preconfigured website pages exploiting the customer’s 
brand.

Action
The team conducted a review of hacking forums
and underground markets. They identified, in a closed
forum, an individual selling phishing pages associated
to their brand .

Result
We set up ongoing monitoring for domain registrations 
to identify typosquatted domains that could pose a threat 
in the future, and a takedown mechanism to remove
domains that did.
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